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arwsslaufifmuaruifundlsives Usernslunisidefelumaluladlunaszuay
LONTU NaUFIEE1T AL 400 AL 1A91NNNTANLULME (Simple Random Sampling)
Tnelauvvasuanudunieafiolunisifusivnuveya adaflelunisinszteya
laun anads arudonuuuinsgiu anduiusifiesdu wazn1sineinisannos
WA

NANTSANEIMUTY

1) Ms3ugaudsdauesiinuduiusidantuaudiafoaaun
ﬁuﬂﬂmua'ﬁuszﬁ’uqﬁ (r = 0.61, p < 0.01)

2) enuanansanulygUsrAvgiinuduius i daantuauiila fifiau
ausuaslawues (r = 0.55, p < 0.01)

3) MTAATIEINITaAnEENYIINTTSUFATI AU U A NANINTATY
doyayUseRnguiuasaimennusslafifsueusiundluvesiasesay 56.7
(R2 = 0.567)

nan1sideazlannisaseimusssuanuiuasleuesfidiiuasdaasurs
arugenailaniu Al wagmsusfoanauvdlewainiuniy
Frdndny: mstusanudsslewes, anuanunsanudygUssivg,nnudilau foR

puANUIUALlgLIUBS

Abstract

This study aimed to examine the relationships and influences of cyber
risk perception and artificial intelligence (Al) literacy on cybersecurity behavioral
intention among technology users. The research objectives were: 1) to
investigate the relationship between cyber risk perception and cybersecurity
behavioral intention, 2) to examine the relationship between Al literacy and
cybersecurity behavioral intention, and 3) to analyze the combined influence of
cyber risk perception and Al literacy on cybersecurity behavioral intention. The
population consisted of technology users in both public and private sectors,

and a sample of 400 participants was selected using simple random sampling.
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Data were collected through questionnaires and analyzed using descriptive
statistics, Pearson correlation, and multiple regression analysis.

The results revealed that:

1) Cyber risk perception was positively correlated with cybersecurity
behavioral intention at a high level (r = 0.61, p < 0.01).

2) Al literacy was positively correlated with cybersecurity behavioral
intention (r = 0.55, p < 0.01).

3) Multiple regression analysis showed that cyber risk perception and Al
literacy together could predict cybersecurity behavioral intention by 56.7% (R2
= 0.567).

The study concluded that fostering a sustainable cybersecurity culture
requires promoting both Al literacy and awareness of cyber threats
concurrently.

Keywords: Cyber risk perception, Artificial intelligence literacy; Cybersecurity

behavioral intention

UNUI
TugafdvanwmaluladaisaumALaznIsanasnauIa81951aL57 N5l

weluladRdviauarszuvesulaulanaeidumunilesdinussifuvesuywelunnia
luagidunis@nen n19vieIu nmsavte nrsieans ndenisuimnsdanisveya
Tnsianzegnsdensiintuvesmalulad ﬂﬁg@ﬂﬂﬁzﬁwﬁ (Artificial Intelligence: Al) 3
flunumdidglunsifinusednsnmeesnszuiunisiiay mﬁtmwﬁ%@yjmﬁﬁn
wagnisdnduladanagnsluningifauazaiass (Nguyen & Watanabe, 2022)
welulad Al anansathsnlsluvannvaneniu i seuumaiieuzeaa’as (Machine
Learning) N13Usz1aNan1¥1535u%78 (Natural Language Processing) AM3IATIZN
A9 (Computer Vision) wag5zuuLuzu18aa3ee (Recommendation Systems) 44
Fomuniifmunetundowassgisaniuaunmdinvesszney eendlsfiniu s

fanmealulagtugannduiuinseuiuanudsmislaes (Cyber Risk) Afindueend
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poLiled 1H8991NUDLAAIUY AN UATTONANIITTAITIUIULIAIAYN AL ULaS
uandsununiornedumediin (Al et al, 2021) Tagtussanammsleesia
faulegedugeu ﬁ’jﬂu'gﬂLLUU“U@Qﬂ”]iIR]JJaVI’NLVlﬂﬁﬂ i Sfauas (Malware) s
(Phishing) uAZLSUTULIS (Ransomware) AABAIUABIINNANTTUNYBY 1¥Y 113
Dameveyalagludsla nslysianuilutasady wionsvianunseainlunis
fnwiausiuaswesveya (finedo, 2021) Yademaniyivauiuaslsves
(Cybersecurity) nanerfudszisiuddgluszavlan uaziduiugiulunisasisany
Hesfunanslumeluladidvaludinusesiiu

911918914V National Institute of Standards and Technology (NIST,
2023) sy AnusiundlawesieauannsalunisUasty nmedu uasnouauase
MANITAUNIANTENUABAITINAY ALQNADY wazAIuNTanlsIuLDITDYa
(Confidentiality, Integrity, Availability) 6?'505@Lﬂuﬁ”ﬂﬁ]ﬁwﬁ’ﬁwmmwﬁLﬁuqiﬁﬂuqﬂ
fdvia luvssmalneias anunisadennaunidlsvesfduuiluniiugelueeis
naiflos MnTeuvesdinnuanEnTINNIAIVaLRBIATYgR LT dIANLVIYA
(2567) wum Sruauwmnissinslasfmsleuesifintuna 35% deifieutudfiniun
Tngnanizluniagsiansiu msfiny uagnuienuy vamansenunorsauiiuag
yaessgiauazaudesiuvesszevu Tuliivemginssuyana ma%’uﬁmmﬁaﬂm
\a3 (Cyber Risk Perception) fordusuusddnyfifinananisindulauasnginssulu

nsUfUAnuLnsMsaNuANUaendeneleues giliseAunsiuganuLdesgeEine

Y
v

fuunlunufofmuuamensinuanuUasnsoves 1ABENLATIAA LY N394
saruiidugeu mavdndeamanadanlusunasiiin vienmssunnszuuUfoinises
w@ue (Ifinedo, 2021) Tunnanauniu qﬂﬂaﬁﬁms%’ugmmLﬁ"mﬁwﬁﬂ%azmamiﬁmﬁ’u
autes lnanidumbevesevginssunidlavesiaety maéua%mmi%’ugmm
Lﬁaq%qﬁmmﬁﬁzyyiaﬂWiagﬁqwqaﬂiim;}ﬂum’mﬁumlmuas‘asmél’ﬁu

vnzifieatu amnvanansanudiyyiussivg (Al Literacy) 1ununfalnad
ddnluanissud 21 lnenuneanug eaeila wasdinuglunislunalulad Al
a813UszdnSn N Uaonss wasiasSesssy (Long & Magerko, 2023) n15d
auassaniy Allilannefinisdeulusunsuviewaundaneiiumtu wads

satsanuasatunsinlanalnues Al MSUSEITURAANEVDITEUUSALUNR Layns
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v '

o Ve q' ¥ a o a= . . . ¥ YA
FUIIANNENINTUYRLATIUYARALALRARN TN (Algorithmic Bias) e KiHl
ANNANNTANU Al Fzanansalymalulagossseunauiazannudsslunisiinime
AuANduAdlglUasla NSYTUINITEIAAMUIATY Al LWITuNISHAITnweAI1Y

fuadlgiuesisduisestndudmsunsdnulugaluy lnsamzluszdugaudne

A% = Ya o, a ) aa ¥ '
Vl@]@ﬂLG]i?Jlluﬂa']ﬂiaLVilWN ﬂ?WNEWWULWﬂIUIaﬁJ LLag ‘VlﬁUﬂﬁ]‘Vleﬂ@]aQG]@ﬂ'lr]iJ

aa o

Uaannefana” (UNESCO, 2022) -1uidevatadugududn nnsadsuyinuwendnanay

nsusAnudsslaiuesianuduiusideuindungAnssunissnwiaiuduasleiues
Y03UAAa (Al-Janabi & Al-Shourbaji, 2020) %qaamﬂaaaﬁ’umwﬁmagﬂﬂumsﬂﬂﬂm
AuULes (Protection Motivation Theory: PMT) fie§une1 ileyanasusiadennaiy
d‘ ' v U ¥ = ¥ a wva -dl o d’{ a
wazioauaNisavaiule aslivualunufuifiieanudasndeuindu luusunves

Uszwmelng nmaiawn “wdngnsauduaslavasuasTyanuseivg” dowduuuimng

d1AnlunsHanyAaININTAMUNTBUTIAUMATALAEA TUNGANTTY LBTBISUAIY

v
Y] o

MBINITVDINAIAUINIUYARTIA N153T81T0Y “HaveIn1siusAudssloiuasias

AuaIsan Ul U TERvgnanuaslalfuinuauliuaslawes ” asvieln

wilanalnnsdninetazvinwenddninananginssunissnwiniudasan vlulan

4
Y] [y

Advia Naa‘WﬁGUENﬂWiﬁﬂﬂ’]ﬁ’]ﬂ’]iﬂﬁﬂlﬂi‘tﬁuﬂﬂiEJEJﬂLL‘UU‘Viﬁﬂqmi NSANOUTH Lazn1s
mmﬁagwmmmwﬁfﬂgﬁmmmﬁum%Luai"’[,uﬂzjmmﬁuu UnAnw wazyaanslu
asnnslaegndiuszansam

fattu Afeidanudidnyludelnng msrasiaduasiosnaugiv
Lﬁ'mﬁ'ummﬁuﬁuéiwimmﬁugmmLﬁ"mlﬁmua% mmmmmgmﬂfyjiyﬂﬂizﬁwé
LLaa‘ﬁWf]aﬂ‘ﬁllﬂ?iUﬁﬁﬁﬁT’]Uﬂ’J’]NﬁUﬂﬂ%LU@% Sﬂﬁu’qé’qﬁmmﬁ’ﬁ@m%wﬁﬁﬁ lng
annsaladusuamsunsimunulouisnsiaudinusiana NNTBUTUYAAING Way

o o

N3aTNEaNINLIRARLUNATTIANUaonfewasdEuluauIAn
(% 3 a v
AOUTEEIAYBINITIVY

1. WeAnwianuduiussymanssusanudedlavesivauddlaujifaiu

ANuTuAalyLues
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2. WafnwiAnudunussznienuannsan ulyy1UssAvgiuaunadla
Ufuinuausiuadlaues
3. WRTATIENENTNATINYBINITTUTAUEL L UDTUALAINAINITONIU

Ty szavgraaunslaufjifnuaiuduaslaiuas

FUNRFIUNITIAY

AuuAgIud 1 mi%’ugmwm?%ml%wa% fanuduiusidauaniuaudslaufoa
puauatleuesTeIyAAa

auufgiuil 2 Anuausanudygussivg dauduiusidauaniuaiiu
é’?ﬂaUﬁﬁﬁﬁwummﬁuﬂﬂ%wa%maﬁqﬂﬂa

auufgiudl 3 nsfuganudedluuesuaranuannsoaulygiussivg

fgnsnaniuneruadlaujiiauanuiuasleiuesvesynng

NTINUNIUITIUNITU

LLmﬁmLLazmqwﬁLﬁmﬁumi%’ugﬂmmﬁmlmuag (Cyber Risk Perception) N3
$ugnrndssleiuns (Cyber Risk Perception) vianefls n1smsgviingvosyaRanoAIy
Aosftoraiintuaindoanaumislawes wu nslaud n1sdaluavesveya wiens
avdinmnuiduaiui Gainalnensmemindulawasnginssunueiuduadlewos
(Ng et al., 2009; Workman et al., 2008) 47u3d&983 Ali et al. (2021) wua1 155U
ﬂmmﬁ'mlmua{ﬁﬁmﬁwaL%qmﬂm'ammﬁu’ﬂaiumiﬂﬁﬁﬁmumm5msmy'mmm
Uaenfen1eoya vmedl Zuo & Zhang (2025) p3une msfusfeanammileues
anunsnaawanenginssuautuasiunalnvesnimailanumaluladuas
Tygusedng LuIAaTasnAa0 Ty Vlf]ﬂﬁﬂ’l’iﬂ’i%@jUﬂ’]ﬁﬂya\‘iﬂvu (Protection
Motivation Theory: PMT) 484 Rogers (1983) daiaue11 yanaaziiausagelalunis
J@ﬁumquLﬁa%“ugﬁﬁa@ﬂmmLLastﬁaiwﬁﬂ’smmmmLﬁaqwaﬁﬁ]z%’mmiﬁ’uﬁﬂﬁuﬁ

287198UIEANS AN
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asu mssuzanuideslsvestudadvidiismunmiuddlalunsfifn
upsnsausiuadleiues LLasLﬁu(?hﬂizmjm%ﬁm?mmﬁﬁﬂﬁuﬂﬂaLﬁ@ﬂﬁigaﬂﬁu
putedlulanfdvia

uARLasTuiisafuauansaa Uy sy (Arificial Intelligence
Literacy) AnuanunsonudiyayUssivg (Al Literacy) manefis anug arunala wa
vinwelunisly Al esnsUaends $a50555u waziluseansam (Long & Magerko, 2023;
UNESCO, 2022) Tne Al Literacy weluyanaiulafisdnaninuazvasiiaves Al luns
Jasiuseluues imﬁaLﬁmmmmmsaﬁlumsﬁmﬁﬂaﬁﬁm&;ma UI98V09 Lee, Park,
& Kim (2024) waz Riyadh & Abuhassna (2023) WU qﬂﬂaﬁﬁmmgﬂmwﬂﬂaﬁm

IS a

Al ge duwluanveiingdinssudasiuauesndeanaiunisleiuesuiniu wenaini
Kim & Lee (2022) 49310151585 Al 01un1sunUeyna (Problem-Based Learning)
waLasuANUATEinauAutuaslguesiungue Ity
a dy a ¥ a a
wnAallansaesuiglanie NOVHNITINUHUNGANTIN (Theory of Planned
Behavior: TPB) 484 Ajzen (1991) F9LaU831 WHANTTUUDIUAAALAAIINLIAUY
(Intention) MlAsudnsnavinviAuad (Attitude) UIngIUNIedIAL (Subjective

Norms) Uagn13AIUANNGANTIUTTUS (Perceived Behavioral Control) lagluuFunil

U

'
a =

mm;?o;jm Al 928l “ﬂﬁmuaqumﬂﬁw%’ug” Iﬁqﬂﬂagﬁﬂiwmmmgmf"fummaq
la

agu Amanansnau Al waeaiuaauiiula amele wazusagalalunns
Uﬁﬁ’awqaﬂﬁmyflummﬁuﬂﬂsuLua'{aémﬁﬂwﬁw%ma

LLmﬁmLLazmwﬁLﬁEJ:]ﬁ’ummﬁ%%ﬂﬁﬁﬁﬁmmmﬁuﬂﬂ%Lua'g (Cybersecurity
Behavioral Intention) Avusislaufifinmuaauiuasleies muefis aruddlazes
qﬂﬂaiumivi"mmLmeanaﬁ’uﬁ’aﬂﬂmu wu nslyswanuiivaeass n1ssuian
gonau1s vienisluadndanilutaeads (ffinedo, 2012; Herath & Rao, 2000)
91338909 Al-Janabi & Al-Shourbaji (2020) U2 mi%’us:m’mLf?‘mt,l,azﬂﬁaﬁuaw
mnasrnsinadsuinpeanudslalunisufofiausuaslees vmedl Bognar (2025)
Framaunsaaumsfsinmgiazanusmaaluladisulunisiunengingsy

AuANtuAlEUes wuIAntdonrasIty Nquinssausukaznslumelulagiuy
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574 (Unified Theory of Acceptance and Use of Technology: UTAUT) ¥ ® 3
Venkatesh et al. (2003) 35zua1n15lemaluladiuegiuaaiuaianisniy
Uszansnn (Performance Expectancy), AINAIANTIATLAIUN B8 (Effort
Expectancy), 8nSwani1sdsau (Social Influence) wazdeulaiidesuie (Facilitating
Conditions) Taglurdunil nsfusarudssuararuanninniu Al fumumsaluns
duenuidlavesypaslunsUftinumnsnisauasiundlewes

asy arwsslaufoaauanusuadluvenduradwsandadeaiunisiuy
aaele wazussgslalunisvastudelewes dvlafuninanaandadonisly
(AU ANANNTA) LaznIEueN (@nTHLInaeNuazinaTulad)

ASUNMINUYILITIUNTTH INMINUNIULIAALAENN W] WUN13TU3AIL
Lﬁmlmuail,a3mmmmia9;11411@aymhzﬁwﬁlﬂuﬂaﬁ’aﬁwﬁ’@ﬁéwaﬁ{amm(?i’jﬂaﬂ,u
nsUftRnuumsnisausiuasleues Insasnaassfunsauluafnain PMT, TPB,
way UTAUT sa1udinngfnssunyuoiinainnisiuganmdss aruanunsolunis
A wazkssgtlaniely euidelugaed 2020-2025 arulvgyaduayuuulluy
Feafuan s Al Literacy wagnisasanmsiusanuidesluveiossmeiilesas

Y]

PreLEsUATIIAILSISUANLNUAdlg UasRg g Ul udsruRIva

A9 HUNISIAY

U383 NsUazNauAloee NsAnYIATIINTngUsTasAiieIAIIENAYBINT

9

%’U'gmmL?ﬁlmiezima%uazmmamﬂsaﬁi”mﬁagfgwizﬁwéﬁ{amméﬂu’ﬂwgﬂ'ﬁﬁ?ﬂumm
dundlaiues Inolyseidouisisofeusuna (Quantitative Research) Uszuns
Wvanefeyaaing dnfnwn wazglanussuuAdalutssmalneiidussaunisaly
weluladuay Al Jaduusznsilunsrudruruiuuou (Unknown Population) ngu
s?hasmﬁwmmmﬂqm Slovin TngfvunAALAaIALAEeY (€) WINfU 0.05 lasiuu
F10819U5E10 400 AL LBIALTE MORDNITTLATILMLEIERR WU N1TTLATIZANIT
anneeLdeanAn (Multiple Regression Analysis) Lazn15IATIERALNISIATIATS

(SEM) n1sidennaudtesnsleds nsquuuulanduszuu (Non-probability Sampling)
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Iagtaniy Convenience Sampling LﬁaLszjuflﬁa;;mauﬁmmmmauLLuuaaumuaaulaﬁ
anssnquilwiane (Schrank, 2025; Zuo & Zhang, 2025; Bognar, 2025)

m3eadonlylunisise nsesdendnde wuvasuaiueoulay (Online
Questionnaire) uuseanidu 3 @ laun

1. sgayjaﬂl"ﬂﬂsuaq;;mau YU e 918 FEAUNIIANY wazUszaunisanisle
walulag

2. ﬁauﬂama%’uim’mL?%EN”LSULU@% (Cyber Risk Perception)

3. faudsanuanunsaaudnyyUseiug (Al Literacy) uay AuAslaUfoR
auasunsleuas (Cybersecurity Behavioral Intention)

LLUUﬁ@U@’lﬂ%mm’]éau Likert 5 59U é'?uw{ 1= J@&Jﬁqm fe5 = mﬂﬁqm
Lﬁai’mmmﬁmL‘ﬁuLLa3‘1/'1’?114@ﬁsums;mauaéwﬁﬂizﬁm%mw (Zuo & Zhang, 2025)
ArAudefuresuuUdDUATINAdUAIY Cronbach’s Alpha Coefficient TneAn
1 0.70 Benilauderiilusesuiivensule (Nunnally & Bernstein, 2019)

muﬁmwsw{aaﬂa ﬂﬁLﬁUszaiﬂaGf’]LﬁUﬂﬁNlﬁusﬁlEJWlNa@ulmj U Sa

[

UINOUILEIANIS

9

wsevnedianesulay wagiwannasunisanyl lagluauginnen

v
[y av a

13y FFMBULUUADUANN La¥N1TINYIANNAUVBIVEYR HITLAAAIUAILAUNUILAE
Glﬁ’)‘ﬂﬂ@Uﬂ’J’]%JﬂﬁUﬂ’Ju‘UaﬂLL‘U‘Uﬁ@‘UﬂWﬂJﬂE’JUﬁ’]"UEJ??IJﬁ?,J’ﬁLﬂi’WM lngANNTBLaNIY
WUUABUNNTINTENYDYAANY T (Bognar, 2025) N3atiunisaenayiglvaunse
Y ! ¥ g 1Y Naa o ¥ < = a a
L“U'm\‘]ﬂﬁjllL‘UW‘VIZJWEJ‘VI@L!LQEJﬂ‘ULVI@IUI@EJG’IR]‘VI&l@EJE’J’Ni'J@Li'JLLagll‘UigﬁVlﬁﬂ’TW

PR v !

NS IENvELA YeyailadniuuasunINaTgNIATIZVAElUTUATUNNIETA

aa

Tnelasis adfifanssaiun (Descriptive Statistics) uae #071999UNU (Inferential
Statistics) f4il

1. adfiBeansaaun lelumseSuednuueihluromnauiiesns 1wy wa o1y
spiunafing wazAerLuwedsveafaudsi q lasduinaneud sesay Aads
wavanuDouuLnIgIu (Hair et al, 2021)

2. adddsouunu Talunsmagevauufigiu laun nMdnsgvanduiusifios
& (Pearson’s Correlation Coefficient) ilonTI9aoUANLFITLGTIITINYT Uas

N1931AT1EMNTARNBENYAM (Multiple Regression Analysis) Litein8nSnavainis
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$uzaudedlivesuazanuannsaniu Al earwsslaufoiaunutundlewes
(Sekaran & Bougie, 2020)

3. NBUNITIATIZITIEN ﬁmamnaauamﬁgmﬁaﬁu U N1TLANLANUNG
199993a (Normality Test) wagni1snsraasudyniaudunusidanvam
(Multicollinearity) iialnuan1stinsngviiaanugnasnagifoiala (Creswell &
Creswell, 2020)

NANTSIATIZNAINAIAIAINLYIEINEIUITOBF U1 AN UFUNUS TLIAN9A YT

waglvuselovulunsmvuauleuienisuuimmsimuanuduaddeuesvesyana

lugaRa Vialnoensiiusyansnn (Riyadh & Abuhassna, 2023)

a o
WEN1338

Tnguszasadl 1 afnwianuduiussening nsusanudeslaiues du Ay
adlauuiniuaudiuatleues 91nn153ATITRANENANNUSINE SdY (Pearson’s

Correlation) wu MsugAUdsdleuasinNuduiusdsuIniuANuAslaufuRnu

f-ﬂ [

ﬂ’J’]lIiJ‘lJﬂ\‘lbLsZILUEJiEJ‘EJ’NiJUEJﬁ']ﬂiU‘VI'NﬂQ HNIzAU .01 IWEJ&I@'] r=20.61 LLﬁﬂQIMLMUQWNVIQJ
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= o
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Y] a

mﬂﬁ%maimﬂiw;;ﬁ%'ugﬁw wan5ideiiaenmassiuuurfnues Protection Motivation
Theory (Rogers, 1983) fiosunensfugismuuussesiouasmnuissaiuyanaas
uusagdlaluyreauanmginssudesunuesosamnyay suivdennassivauyes
Riyadh W Abuhassna (2023) finuang lufifaunseninatusdelsvesgunaed
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